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(Eussa Service Templates - Guest MAC Authentication

{3 Start Here Guest users first login via captive portal and their MAC addresses are cached. Subsequent logins will use MAC authentication and bypass the

captive portal. Network access can be restricted based on day of the week, bandwidth limit or number of unique devices used by the guest. The
cache lifetime of the MAC address can vary according to the guest's role (Guest, Employee or Contractor) and after that the guest wil have to
re-authenticate via captive portal.

Name Prefix: |GuestMNE MAC-authentication

Wireless Network Settings

Wireless SSID for Guest access™: GuestNE
£ olicy Simulation Select wireless controller: Anuba7210 B
Lprofle Settings Wireless Controller Name: [Auba7210
Controller 1P Address: 102001021
Vendor Name: Auba -
RADIUS Shared Secret:

Enable RADIUS CoA:

RADIUS CoA Port:

MAC Caching Settings
Note: You must enter cache duration for at least one role.

Cache duration for Guest role: 1 days
Cache duration for Employee role: 7 days
Cache duration for Contractor role: 1 days

Guest Access Restrictions

Days allowed for access*:

Tuesday ~ Wednesday ~ Thursday  Friday  Saturday  Sunday

Maximum number of devices allowed per user*: [4
Maximum bandwidth allowed per user*: 0 MB (For unlimited bandwidth, set value to 0)
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