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There are two ways of provisioning Aruba Instant into AirWave.

1. The manual mode
2. The Automatic mode using DHCP option 43 & 60



Manually setting up Aruba Instant

On the Aruba Instant homepage you can check if AirWave is setup or not.

Click ‘Set Up Now’
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After this you will see that the Status is “Not Connected”

Status: Not Connected

Go to AirWave and find the role that Instant automatically created for you. The
role will have the name of the ‘organization’ that you configured in Instant. The
name is appended by Admin so in this case ‘Aruba-NL Admin’
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Click the pencil symbol and enable the role and save. You will also see here that
AirWave created a folder for you with the name of the organization.
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You will now see that AirWave discovered a new device (New Devices: 1). Click
the New Devices link and select the device and put it in the folder that was

created for this device and in a group of your choice. Always add a new device in
Monitor Only mode.
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You will now find 2 devices (virtual controller and AP) in your folder. It can take
some minutes before the devices show up here.

<Y New Devices: 0 | 4 Up: 6 | 4 Wired: 1 | 4 Wireless: 5 | ¥ Down: 23 | ¥ Wired: 5 | ¥ Wireless: 18 | @ Rogue: 5 | # Users: 3 | W Alerts: 5 Seazch *
Log out admin
Home  Helpdesk  Groups [EUSTIT= Users Reports System  Device Setup AMP Setup  RAPIDS  VisualRF
st New JITN Down  Mismatched Ignored

Days Remaining: 291
+

Help
Folder: Top (0/6 Up Devices) > Aruba-NL (2) ~ (All APs/Devices) Restore Folders  Goto folder: [ AubaNL(2)  |% Defauit Expansion: Expanded

Defauit Folder: - Last Visited -
Y Total Devices: 2 # Mismatched: 0 § Users: 1 @ Bandwidth: 0 Kbps

Users for folder Aruba-NL _ Last 5 days lssl  Banawidt for folder Aruba-NL  Last 5 days laall
1

06

0.4

0.2

Show All Maximum Average Show All Maximum  Average
O (] Max users luser luser (g (] Avg Bits Per Second In 20.4 kbps 14.2 kbps
@ ] Avg Bits Per Second Out 10.6kbps 6.5 kbps.

1year ago now [ g3

L | 1yearag % 7\ =

\ Modify Devices

12 v of 2 APs/Devices Page 1 v of 1 Reset fiers _Choose columns _Export CSV
Device Upstream Upstream Status Notes Users BW Uptime Configuration o w Groupw Folder Controller ¥ Master Controller ¥ Floor Plan Remote Device v SSID v 1stRadio v 1stRadio Ch.w 1stRadio TX P
X dB:c7:cB:c4:40:92 - - - - - 7mins @ Good Aruba-NL .Aruba-NL Instant-C4:40:92 - - - - 802.11bgn 1 20 dBm
A Instant-C4:40:92 - - - 0 - 7mins & Good Aruba-NL .Aruba-NL - - - - - - - -
1:2 v of 2 APs/Devices Page 1 v of 1. Reset iers

% Add New Folder This folder cannot be deleted because it is the only top folder for role "Aruba-NL Admin’.
“This folder cannot be deleted because it is not empty.

Additional Instant AP’s added to this virtual controller will automatically show
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AirWave will automatically make a template from the config of the virtual
controller.
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Device Configuration of Instant-C4:40:92 in group Aruba-NL in folder Top > Aruba-NL
“ This Device is in monitor-only-with-firmware-upgrades mode.
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Configuration: Good
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virtual-controller-country NL
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organization Aruba-NL

ntp-server 195.121.1.68
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index 0
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essid instant-guest
opmode opensystem
vlan guest
rf-band all
captive-portal internal



Automatically setting up Aruba Instant

Configure your DHCP scope with Option 43 and 60
Option 43 = ArubalnstantAP
Option 60 = name,amp-ip-address,password. The three pieces of information
should be specified using comma separators without any spaces. Organization is
optional (e.g ,192.168.1.211,aruba123’ is allowed. Note the leading comma.
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0020 32 33 23
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Reset your IAP to factory default state and reboot the IAP. You will see that the
IAP will create a new role automatically with the name that you have used in
option 43. It will append the name with “Admin” so it becomes “homelab-iap

Admin”.

Click the pencil symbol to edit the role and enable the role.
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You will also see that a user is created automatically
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“. admin Admin Yes AMP Administrator - Top John Schaap jschaap@arubanetworks.com
(] % Aruba-NL Admin Aruba-NL Admin Yes AP/Device Manager Manage (Read/Write) Top > Aruba-NL
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And a group is created automatically

Also note that 1 new device is discovered.
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Click “New Devices” and add them to the group that was created automatically.
You can add the devices to the default folder or any other folder of your choice.

Add the devices in Monitor Only mode for now.
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In the group “homelab-iap” you will now find both the VC and AP
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You need to connect to the IAP to set the Country Code.
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Note that the IAP will now also show the AirWave IP address and that the
AirWave status is: Connected
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Band: all
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AMP will import a template of the config of the IAP and you can decide to move
the IAP from Monitor Only mode to Manage Read/Write. Config changes made
on the template will then automatically be send to the IAP.
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Device Configuration of Instant-C4:40:CC in group homelab-iap in folder Top > homelab-iap
“ This Device is in monitor-only-with-firmware-upgrades mode.
Configuration read from device at 9/26/2011 4:44 PM

Template: Aruba Instant Virtual Controller - 5.0.3.0-1.1.0.1_29974
Configuration: Good

Audit | Audit the device's current configuration.

Refresh this page
Controller Settings
Template: version 5.0.3.0-1.1.0

virtual-controller-key f£5e6£0110193551c9c43c4aldB8aB5a7a64da7a3f0£92d6a72a
name Instant-C4:40:CC

rf-band all

allow-new-aps
allowed-ap dB:c7:c8:c4:40:cc

mgmt-user admin 20f6eB8bfaceleabf7beaS5fdas466584a

wlan ssid-profile instant
index 0

type employee

essid instant

opmode opensystem

vlan guest

rf-band 2.4
captive-portal disable

enet-vlan guest

wlan access-rule instant

index 0

rule 172.21.1.10 255.255.255.255 match tcp 80 80 permit
rule 172.21.1.10 255.255.255.255 match tcp 443 443 permit
rule any any match udp 67 68 permit

rule any any match udp 53 53 permit

wlan external-captive-portal
server localhost

port 80

url "/"

auth-text "Authenticated”



