Service 802.1x
[image: ]

Roles base apenas para decisão posterior:
[image: ]


[image: ]

[image: ]

[image: ]
[image: ]
[image: ]
[bookmark: _GoBack][image: ]
image7.png
Configuration » Identity » Role Mappings » Edit - corporate
Role Mappings - corporate

Rules Evaluation Algorithm: © Select first match © Select all matches

Role Mapping Rules:

Role Name.
1 (Connection:Client-Mac-Vendor EQUALS Apple, Inc.) Iphone
2 (Radius:1ETF:Calling-Station-1d BELONGS_TO_GROUP PCS Protocolo) Mne_Protocolo
3 (Endpoint:0S Type CONTAINS Android) android
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Conditions Role Name
1 (Connection:Client-Mac-Vendor EQUALS Apple, Inc.) Iphone
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Operators with this role can manage multiple devices that are shared with all users
Operators with this role can self-provision devices within their personal WLAN

Default role for read-only access to Aruba device
Default role for root access to Aruba device

Operators with this profile can view and manage their own provisioned devices
Default role for a contractor

acesso limitado rede MNE

Default role for an employee

Default role for a Guest

Default role applied during MAC caching
Operators with this role can create MAC accounts which could get authenticated
Role existente no Controller para rede fiitrada mac address

Role for an Android device being provisioned

Role for an i0S device being provisioned

Role for a Mac OS X device being provisioned

Role for a Windows device being provisioned

Default role for another user or device

API administrator role for Policy Manager Admin
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Name: Corporate 802.1X MNE
Description: Aruba 802.1X Wireless Access Service
Type: Aruba 802.1X Wireless

Status: Enabled

Monitor Mode: Disabled

More Options: -

Match ANY of the following conditions:
Name Operator

1. [EAP MSCHAPV2]
2. [EAP FAST]

3. [EAP PEAP]

4. [EAP TLS]

5. [EAP TTLS]

Authentication Sources: 1. MNE_PN
2. [Local User Repository]
Strip Username Rules: -

corporate

Disabled
corporate
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Strip Username Rules: Enable to specify a comma-separated list of rules to strip userame prefixes or suffixes
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Policy Name: corporate
Description: rede acesso MNE pelo role Aruba "corporate”
Default Role: [Guest]

Mapping Rules:
Rules Evaluation Algorithm: Evaluate all

Conditions Role Name.
1 (Connection:Client-Mac-Vendor EQUALS Apple, Inc.) Iphone
2 (Radius:1ETF:Calling-Station-1d BELONGS_TO_GROUP PCS Protocolo) Mne_Protocolo

3| (Endpoint:0S Type CONTAINS Android) android
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Policy Name: corporate
Description: rede acesso MNE pelo role Aruba
"corporate”

Default Role: [Guest) - Modify





