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Top priorities for IT leadership 
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– “Applications are moving”

• SaaS 

• Iaas/PaaS 

• But also staying on-prem

– “Users work from anywhere” 

• Home

• Office

• Hybrid

• On the Go

Business is moving from trusted networks to 
outside the security perimeter

– “New connectivity options”

• Broadband

• Satellite

• Cellular
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Enterprises are looking for a new set of outcomes

4

SaaS app 

performance 

monitoring

Automation across 

network 

environment

High quality, real-

Time app 

experience over any 

circuit

Direct, optimized 

connectivity to 

public cloud 

Workloads

Optimised Connectivity to Any 

Application, In the Cloud or On-Premise

Secure access to 

apps across hybrid 

environments

Full Visibility into 

user access 

sessions

Inspection of all 

traffic when needed
Simplified end user 

experience

Cloud First, Zero Trust Security with 

Total Visibility



Gartner’s answer for enterprises = “SASE”

• SASE is an architectural framework 

• SASE connects and secures users, devices, and 
locations as they work to access applications from 
anywhere

• Two components: WAN Edge & Security Service Edge

• “I&O teams implementing SASE should prioritize single-
vendor solutions and an integrated approach.”

Gartner
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Delivered with Aruba Networing Unified SASE

Aruba EdgeConnect Aruba EdgeConnect Aruba EdgeConnect

Web proxy alternative – replace 
outbound security stack in DC

Protect users and data when using 
SaaS applications

Visibility – end to end view on user 
experience. Transform support desk. 



7CONFIDENTIAL | AUTHORIZED 

HPE Aruba Networking Approach to Zero Trust and SASE
Apply zero trust security controls to protect users and applications, no matter where they connect
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HPE Aruba Networking SSE
• Agent/Agentless ZTNA

• Unified policy management

• Global PoPs

EdgeConnect SD-WAN

• Secure SD-WAN

• Multi-cloud

• Improved QoE

HPE Aruba Networking Central NetConductor & 

ClearPass Network Access Control

• AI-powered client visibility & profiling

• Dynamic Segmentation

• Continuous Monitoring

Zero Trust &

SASE
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To elevate secure access to power a modern workplace where people,  
and technology, work in harmony.

Meet “Axis” now “Aruba Networking SSE”
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Introducing Jaye 

➢

➢
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User

Legacy Architecture
Hub and spoke network + 

perimeter-based security

User

HQ

BranchFactory

Un-trusted 

network

Trusted 

network

Public CloudSaaSInternet

Data Center

“Lift & Shift”
Legacy firewall vendors 

approach to cloud

Mobile 

user
Factory HQ Branch

Trusted 

network

Un-trusted 

network

Public CloudSaaSInternet

Data Center

Public Cloud Data CenterSaaSInternet

Modern Approach
ZERO TRUST 

Connectivity-as-a-Service 

via cloud

Mobile 

user
Factory HQ Branch

Atmos SWG

Atmos ZTNA

Atmos CASB
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What’s different about Aruba SSE?

–

–

–

–

–
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Distributed cloud architecture:
High reliability, availability, and scale
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Eliminating the VPN is the first step….

Keep Users Off The Network

Reduce attack surface of infrastructure

DDoS proof Private Apps

App Discovery

Agentless Web, SSH, RDP, Git, DB Access

Deep Inspection/ Continuous Authorization / 

Visibility

Per app segments, Granular Control

Any Port / Protocol (P2P / VOIP, etc.)

Server Initiated Flows / Push Patching

1+ GBPS Speeds & Low Latency

ZTNA 1.0 Aruba SSE



Product Demo
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